
The publication of the 
Privacy and Electronic 
Communications (EC 
Directive) Regulations 
2003 has thrown busi-
nesses into a panic over 
how they can use emails 
for marketing. 
 
The new measures, dis-
cussed in recent editions 
of Privacy & Data Protec-
tion, update existing leg-
islation to cope with an 
era of new and rapidly 
changing technology.  
 
In particular, the Regula-
tions: 
 

•   ban unsolicited com-
mercial emails and text 
messages (SMS) to indi-
vidual subscribers with-

out their prior agree-
ment—such communica-
tions may only be sent if 
the recipient has given 
prior opt-in consent 
(there is an exception to 
this rule in the context of 
an existing customer re-
lationship). 
 

•   require firms using 
cookies and similar Inter-
net tracking devices to 
provide information and 
an opportunity for the 
user to refuse them. 
 

•   allow the use of traffic 
and location data for sub-
scription and advertising 
services provided that 
the consent of the rele-
vant subscriber has been 

obtained. 
 
Communications Minis-
ter Stephen Timms, an-
nouncing publication of 
the new Regulations in 
mid-September, said, 
“Electronic communica-
tions are transforming 
the way we do business 
and the way we commu-
nicate with each other. 
It’s crucial that people 
feel safe and have confi-
dence in utilising elec-
tronic communication 
technologies. These regu-
lations will help combat 
the global nuisance of 
unsolicited emails and 
texts by enshrining in 
law rights that give con-
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Blunkett publishes new snoopers code 
The long awaited code on 
the interception of commu-
nications has finally been 
published, making the UK 
potentially the most 
snooped on society on 
Earth. 
 
The code effectively forces 
Internet Service Providers 
and telephone companies to 
keep a record of all text 
messages, emails and tele-
phone calls for a 12 month 
period for ready access by 
the authorities. 
 
The old code was scrapped 
after it enraged citizens 
and civil liberties groups. 
The new code gives unfet-
tered access to communica-
tions data to six law en-
forcement bodies:  

• UK Atomic Energy 
Constabulary; 

 

• Scottish Drug Enforce-
ment Agency; 

 

• Maritime and Coast-
guard Agency; 

 

• Financial Services Au-
thority; 

 

• Office for the Police 
Ombudsman in North-
ern Ireland; and 

 

• Radio Communications 
Agency. 

 
The ambulance and fire 
services will be given un-
restricted access for the 
purpose of investigating 
hoax calls. 
 

The code is ostensibly  
voluntary. But communi-
cations companies say that 
they have no choice but to 
comply—the government 
has indicated that if volun-
tary regulation does not 
work, it will pass laws to 
force companies to keep 
the records. 
 
In addition to the above 
agencies, the 486 UK local 
authorities will be given 
access to a more limited 
form of information—
subscriber data—and only 
with the approval of the 
Interception of Communi-
cations Commissioner, Sir 
Swinton Thomas. 
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